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(4) Exceptions. No charge will be made by
the Commission for notices, decisions, or-
ders, etc., required by law to be served on a
party to any proceeding or matter before the
Commission. No charge will be made for sin-
gle copies of the above Commission publica-
tions individually requested in person or by
mail. In addition, a subscription to Commis-
sion mailing lists will be entered without
charge when one of the following conditions
is present:

(i) The furnishing of the service without
charge is an appropriate courtesy to a for-
eign country or international organization.

(ii) The recipient is another governmental
agency, Federal, State, or local, concerned
with the domestic or foreign commerce by
water of the United States or, having a le-
gitimate interest in the proceedings and ac-
tivities of the Commission.

(iii) The recipient is a college or univer-
sity.

(iv) The recipient does not fall within para-
graphs (d)(4) (i), (ii), or (iii) of this section
but is determined by the Commission to be
appropriate in the interest of its programs.

(e) To have one’s name and address placed
on the mailing list of a specific docket as an
interested party to receive all issuances per-
taining to that docket: $7 per proceeding.

(f) Loose-leaf reprint of the Commission’s
complete, current Rules of Practice and Pro-
cedure, part 502 of this chapter, for an initial
fee of $9. Future amendments to the reprint
are available at an annual subscription rate
of $7.

(g) Applications for admission to practice
before the Commission for persons not attor-
neys at law must be accompanied by a fee of
$77 pursuant to § 502.27 of this chapter.

(h) Additional issuances, publications and
services of the Commission may be made
available for fees to be determined by the
Secretary which fees shall not exceed the
cost to the Commission for providing them.

Subpart F—Information Security
Program

§ 503.51 Definitions.
(a) Original classification means an

initial determination that information
requires protection against unauthor-
ized disclosure in the interest of na-
tional security, together with a classi-
fication designation signifying the
level of protection required.

(b) Derivative classification means a
determination that information is in
substance the same as information cur-
rently classified, and the application of
the same classification markings.

(c) Declassification date or event means
a date or event upon which classified

information is automatically declas-
sified.

(d) Downgrading date or event means a
date or event upon which classified in-
formation is automatically down-
graded in accordance with appropriate
downgrading instructions on the classi-
fied materials.

(e) National security means the na-
tional defense or foreign relations of
the United States.

(f) Foreign government information
means either information provided to
the United States by a foreign govern-
ment or governments, an international
organization of governments, or any
element thereof with the expectation,
expressed or implied, that the informa-
tion, the source of the information, or
both, are to be held in confidence; or
information produced by the United
States pursuant to or as a result of a
joint arrangement with a foreign gov-
ernment or governments, an inter-
national organization of governments,
or any element thereof, requiring that
the information, the arrangement, or
both, are to be held in confidence.

§ 503.52 Senior agency official.
The Chairman of the Commission

shall designate a senior agency official
to be the Security Officer for the Com-
mission who shall be responsible for di-
recting and administering the Commis-
sion’s information security program,
which includes an active oversight and
security education program to ensure
effective implementation of Executive
Order 12356.

§ 503.53 Oversight Committee.
An Oversight Committee is estab-

lished, under the chairmanship of the
Security Officer with the following re-
sponsibilities:

(a) Establish a Commission security
education program to familiarize all
personnel who have or may have access
to classified information with the pro-
visions of Executive Order 12356, and
Information Security Oversight Office
Directive No. 1. The program shall in-
clude initial, refresher, and termi-
nation briefings;

(b) Establish controls to ensure that
classified information is used, proc-
essed, stored, reproduced, and trans-
mitted only under conditions that will
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